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Introduction-Role of WG3 

NEAOSS Forum formed  

 
ñWG3: Standardization and Certification Studyò in order to study  

 

Open Source Software standardization and certification in July 2004 



WG3 structure and Officers 

NEAOSS WG3 
ÅCo-chairmen (CJK) 

ÅSecretariat 

SWG1 (IME-SPI) 

SWG2 (Web) 

× Note: All activities/decisions are per NEAOSS WG3 directives  

Miao Zongli   China 

Koutarou Noyama  Japan 

Keundong Kim                     Korea 

Secretariat: Kan Zhang  (CJK) 

FWTF 

OMATF 

Dismissed at 2009 

Find new work item for WG3 

OSS Maturity 

Assessment 

Å SPDX 

Å OSMAAM 

Å OSS Governance  F/W 



Recent Meeting Activities 

Beijing 

2017 

1 

2016.5.17 

2 

2016.7.21 

3 

2016.10.19 

4 

2016.11.15 

1 

2 

3 

4 

Tokyo 

Beijing 

Cheju 

ÅEvaluation Methodology of Government R&D Project 

ÅFOSS Supply Chain Risk Management 

ÅOpen Source Software Hub 

ÅSurvey of OSS in Big Data Platform and Data Analysis Result 

ÅFOSS Supply Chain Risk Management 

ÅStandard Status of Smart terminal 

ÅIntroduction of the OpenTHOS 

ÅFOSS Governance Guide 

ÅOASIS(Open Adoption Support Information System) 

ÅPreparation for 15th NEA OSS Promotion Forum 

ÅWG3 Work Plan in 2017 

Jan Dec May July Sep Nov 

2016 



WG3 Documents Server 

ÂTotally  

ÅWG3 Meeting: 38 

ÅWG3 Documents: 276 

 



FOSS Supply Chain Risk Management 

Background 

Â ñBy 2016, Open Source Software will be included in mission-critical 

applications within 99% of Global 2000 enterprises.ò Gartner, Inc. 

Â ñ78% of companies run on open source software.ò 2015 the future of 

open source 

 

Open Source Vulnerabilities Reported Per Year 

 

 

 

 

 

 
Reference: Black Duck Software knowledgebase, NVD, VulnDB 



FOSS Supply Chain Risk Management 



FOSS Supply Chain Risk Management 

 

Â Why Legal Teams Care about Open Source Security? 

Â Open source risk management is not limited to license compliance.  

Â Legal teams are increasingly aware of security obligations & risks.  

 

Â Internal/External Reporting  

Â Executive management, Directors, Regulatory Agencies  

Â Litigation Risks  

Â Lawsuits from customer/patient/financial data loss  

Â Regulatory Penalties  

Â HIPAA, PCI, SOX  

Â Loss of company IP/secrets  

Â Damage to company reputation from high-visibility breaches  



FOSS Supply Chain Risk Management 

Â Four factors that make open Source different 

1. Used everywhere 

2. Easy access to code 

3. Vulnerabilities are public 

4. Exploits readily available 

 

Â The Road to Secure Open Source Use 

 

 

 

IDENTITY 
SECURE 

CONTROL 

SECURITY 

MATURITY 
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FOSS Supply Chain Risk Management 



FOSS Supply Chain Risk Management 

Â WG3 has finished FOSS SCRM 

standard guideline 
Å The requirements of OSS supply 

management 

Å The governance for OSS SCRM 

Å OSS profiling for SCRM 

Å The guide of compliance for SCRM 

Å SPDX Specification 

Å The application of SPDX for SCRM 

 

 

We have supplied service for 

more than 1000 enterprises. 

 

 



FOSS Governance 

Â Definition 
Å Open-source governance (also known as open politics) is a political 

philosophy which advocates the application of the philosophies of the 

open-source and open-content movements to democratic principles to 

enable any interested citizen to add to the creation of policy, as with a 

wiki document. (https://en.wikipedia.org/wiki/Open-source_governance) 

 

Å Open source governance is the way an organization controls the use of 

open source software within their products and services, supply chains 

and business management activities, and the associated business and 

legal processes. (blackduck) 

 

  

 

 



FOSS Governance 

Â Purpose  

Å This guide provides a control framework and procedures 

for companies using open source, designed to help the 

accountability and compliance of enterprise open source. 

 

Â Scope 

 

  

 

 



FOSS Governance 

Â Structure of FOSS Governance framework 



FOSS Governance 

Â Four standards in Korea 

 

No. Name  of the Standard 

TTAK.KO-11.0110 Open Source Software Categorization & Profile 

TTAK.KO-11.0133/R1 Open Source Software Maturity and Applicability 

Assessment Model(OSMAAM) 

TTAK.KO-11.0182 TTAK.KO-11.0182 Open source software package data 

exchange specification(SPDX) 

TTAK.KO-11.0176 The Governance framework for Open Source Software 



FOSS Governance 
Â Appling the Standard to the Structure of 

FOSS Governance framework 



FOSS Governance 
Â Future Work Overview 



Technology requirement of mobile 

terminal browser 

Â Background 

PC  interactive terminal  = 2:3 2007  

PC  smart terminal  = 1:10 Now  

smart terminal will reach 33 billion in 2020 å 4.3 / person 

 

Â Purpose 

Å This standard applies to the design, development and test 

of mobile terminal browser 

 



Technology requirement of mobile 

terminal browser 

Â Scope 

Run-time System 
Requirements 

ωNetwork 

ωPlatform 

ωMemory 

ωScreen 

ωKeyboard 

ωInput Method 

ωΧ 

Protocol 
Requirements 

ωMakeup 
Language 

ωTransfer Protocol 

ωSecurity Protocol 

ωImage Format 

ωAudio and Video 
Format 

ωCache 

ωΧ 

Function 
Requirements 

ωDisplay 

ωOperation 

ωNetwork 

ωAddress Bar 
Function 

ωDownload 
Function 

ωUpload Function 

ωBookmark 
Function 

ωSecurity Function 

ωCache Function 

ωΧ 

Software Design 
Requirements 

ωDesign Rules 

ωAnalytical Page 
Requirements 

ωPerformance 
Requirements 

ωCore 
Requirements 

ωCache 
Requirements 

ωΧ 



Technology requirement of mobile 

terminal browser 

Â Standard Status 

New 
Project 

Draft 

ÅTechnology 
requirement of 
mobile 
terminal 
browser Publicity  

Verify  

Final 
Version 



OPENTHOS 

Â Background 

 

Â Problem 

 

Â What 

 

Â How 

 

Â Purpose 

 



OPENTHOS 

Â Purpose 

Å High performance OS 

Å Android ecosystem 

Å Developers 

Å User 

Å High Security 

Å Cross-platform 


